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Resources required to execute this test script:

· Test system

· Metadata statement from vendor

Note to Vendor.

Some of the metadata elements marked as ‘Conditional’ in the standard are marked as ‘Mandatory’ in this test script. This is because under the circumstances of the tests the condition will always hold. This affects:

· Metadata that must be present in a particular type of VEO

· Metadata that must be present when exporting records to PROV

Note to Tester:

The goal of these tests is to ensure that:

· The system under test holds necessary information to produce the minimal metadata required by the standard required to document the record.

· The system controls the values of the metadata produced to conform to the requirements of the standard. Consistency of metadata will assist in searching for, and using, the record over its life (including when custody is transferred to PROV).

· Where the standard requires relationships between metadata, these required relationships are observed.

It is not necessary for the system to produce all metadata, nor is it required for the system to produce all controlled values.

If an element is marked as ‘repeatable’ in the Standard but the system under test can only support one instance of the element, this is not a failure to conform. However, this must be noted as a caveat on the compliance certificate.

This test script does not test the formation of container elements.  Therefore they are omitted from the listing below.  The testing of container elements is covered by the test script for Specification 3.

If the vendor has applied for Specification 3 certification, it is sufficient to obtain the metadata statements (Test T2.1) and to test against Specification 3 (which will test that all elements are present, correct, and populated).

Mandatory TESTS

Category S2.1 Folder / Record Metadata Test

The purpose of this test is to ensure that all metadata produced by the system under test and exported in the VEO conforms to the VERS standard.

In order to perform this test, the vendor will need to supply:

· An operational system in which a file can be registered.

· A statement showing the mapping of information from the system under test to the VERS metadata set. This statement is to show each VERS element that can be generated from the system under test
See T1-39 in the Statements folder of this material

The method of testing is as follows:

· The tester will use the operational system to register a series of files that contain all the metadata in the statement. The success or failure of the test will depend on whether all of the mandatory, conditional, and optional elements are able to be entered.

Each metadata element applies to both a folder or record metadata test unless otherwise marked. Where a different value is required for a folder or record VEO, this is noted in the script:

	Folder / Record Metadata test

	Test no.
	Test Name / Actions
	Expected outcome/s
	Pass / Fail
	Comments

	T2.1 
	Obtain a statement from the vendor showing how the system under test generates the VERS File and Record VEO metadata set.

This statement is to cover:

· Each VERS metadata element that it is possible to generate

· The source of the values of each VERS metadata element. These sources could include system configuration, program code, or a system metadata element.

· Where VERS elements are constrained to particular values, the specific values generated by the system are to be shown and the circumstances governing (or surrounding) the generation of these values are to be documented.
In preparing this statement, the vendor should remember that the purpose is to guide the tester in generating examples of each metadata element generated by the system.

A pro-forma statement is provided (T2-1) 
	Statement obtained from the vendor.
	
	

	T2.2 
	M2 VEO Format Description (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

Confirm that the value is controlled to contain the critical information defined below.

The standard value is:

Produced according to the Victorian Electronic Records Strategy, Version 2.0, 31 July 2003. The structure of this record is represented using Extensible Markup Language (XML) 1.0, W3C, 1998.

This value may be varied as required, but it must refer to the VERS and XML standards.
	Value present and correct
	
	

	T2.3 
	M3 Version (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The value must be:

2.0
	Value present and correct if present
	
	

	T2.4 
	M135 Signature Format Description (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

Confirm that the value is controlled to contain the critical information defined below.

Standard values are given in the element definition in Specification 2, but these may be varied as required.

The value must include:

· A description of the data in the VEO that is signed

· A description of the canonicalisation performed on the signed data

· A description of the Base64 encoding M138 Signature and M140 Certificate

· The algorithms used to sign the record (these must match the algorithms specified in M150 Signature Algorithm)

· References to the published descriptions of all algorithms used (including Base 64)

An example of a description for an ordinary signature:


	Value present and correct if present
	
	

	T2.5 
	M150 Signature Algorithm Identifier (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The values MUST be one of:

· 1.2.840.113549.1.1.5
· 1.2.840.113549.1.1.11
· 1.2.840.113549.1.1.13
· 1.2.840.10040.4.3
These values represent (respectively)

· SHA-1 with RSA
· SHA-256 with RSA
· SHA-512 with RSA
· SHA-1 with DSA
No other values are allowed HOWEVER it is acceptable for the system to use other values PROVIDED these values can be uniquely mapped to the values given above AND this mapping is defined in the statement. 
	Value present and correct
	
	

	T2.6 
	M138 Signature (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.
	Value present and correct
	
	

	T2.7 
	M140 Certificate (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The value must be encoded in X.509 certificate format HOWEVER it is acceptable for the system to use other formats PROVIDED these format can be uniquely mapped to the X.509 format AND this mapping is defined in the statement.
	Value present and correct
	
	

	T2.8 
	M6 Object Type (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

If testing a Folder VEO, the value must be:

File

If testing a Record VEO, the value must be:

Record
	Value present and correct
	
	

	T2.9 
	M7 Object Type Description (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

If testing a folder VEO, the standard value is:

This object contains information about a file, that is, a collection of related records.

If testing a record VEO, the standard value is:

This object contains a record; that is, a collection of related information that must be preserved for a period.

This value may be varied as required.
	Value present and correct
	
	

	T2.10 
	M8 Object Creation Date (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

Since this element only has meaning within a VEO, this element may only be generated when the VEO is created. If this is the case, it should be noted as a caveat in the compliance certificate and checked as part of certification for Specification 3.

The standard format is:

YYYY'-'MM'-'DDThh':'mm[':'ssZ[xx':'yy]]

Other formats are acceptable provided the statement defines the mapping to the format given above.

The value must be expressed to at least the minute.

The value must be the date/time of creating the VEO (not of the record).

The value must be obtained from a source that cannot be modified by the user creating the VEO.
	Value present and correct
	
	

	T2.11 
	M13 Agent Type (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The value may be one of:

· Originator

· Responder

· Transactor

· Registrar

· Action Officer

· Publisher

· Authority

· Records Manager (deprecated)

· Preservation Officer (deprecated)

· System Administrator (deprecated)

· Access Examiner (deprecated)

· Auditor (deprecated)

· Security Officer (deprecated)

Other values are allowed, but the values given above should be used if possible.
	Value present and correct
	
	

	T2.12 
	M16 Corporate Name (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element.
	Value present
	
	

	T2.13 
	M25 Security Classification (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The value MUST be one of:

· Unclassified

· In-Confidence

· Protected

· Highly Protected

No other values are allowed HOWEVER it is acceptable for the system to use other values PROVIDED these values can be uniquely mapped to the values given above AND this mapping is defined in the statement. 
	Value present and correct. 
	
	

	T2.14 
	M33 Scheme Type (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The value MUST be one of (note multiple values are possible):

· Functional

· Subject-based

· Free Text

NO other values are allowed HOWEVER it is acceptable for the system to use other values PROVIDED these values can be uniquely mapped to the values given above AND this mapping is defined in the statement.

NOTE the interrelated tests governed by the value in this element.
	Value present and correct
	
	

	T2.15 
	M34 Scheme Name (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The value may be one of:

· None

· Agency Functional Thesaurus

· Agency Subject Thesaurus

Other values are allowed.
	Value present and correct
	
	

	T2.16 
	M35 Title Words (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element.
	Value present
	
	

	T2.17 
	M39 Keyword (Conditional)

IF THE CONDITION APPLIES TO THIS SYSTEM, confirm that the source of the value of this element is specified in the statement.

If the value is entered by a user, confirm that it can be entered into the correct system metadata element according to the statement.

At least one M39 Keyword element must be present in each M37 Subject element

The standard does not control the value of this element.

Must be present if M33 “Scheme Type” is set to “Subject-based”. Must be contained within a M37 Subject container element
	Value present (if used)
	
	

	T2.18 
	M51 Function Descriptor (Conditional)

This element must be present in every M50 Function element

IF THE CONDITION APPLIES TO THIS SYSTEM, confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element
Must be present if M33 “Scheme Type” is set to “Functional”. Must be contained within a M50 Function container element.
	Value present (if used)
	
	

	T2.19 
	M55 Date/Time Created (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard format is:

YYYY['-'MM['-'DD[Thh':'mm[':'ssZ[xx':'yy]]]]]

Other formats are acceptable provided the statement defines the mapping to the format given above.

The value must be expressed to at least the minute.

Ensure that the value is the date and time the folder was created (i.e. physically prepared).
	Value present and correct
	
	

	T2.20 
	M56 Date/Time Transacted (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard format is:

YYYY['-'MM['-'DD[Thh':'mm[':'ssZ[xx':'yy]]]]]

Other formats are acceptable provided the statement defines the mapping to the format given above.

The value must be expressed to at least the minute.

Ensure that the value is the date and time of the event the folder documents.
	Value present and correct
	
	

	T2.21 
	M57 Date/Time Registered (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

The standard format is:

YYYY['-'MM['-'DD[Thh':'mm[':'ssZ[xx':'yy]]]]]

Other formats are acceptable provided the statement defines the mapping to the format given above.

The value must be expressed to at least the minute.

The value must be obtained from a source that cannot be modified by the user creating the VEO.

Ensure that the value is the date and time the folder was registered into the system.
	Value present and correct
	
	

	T2.22 
	M144 Date/Time Closed (Mandatoryl)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

This element must be present in every closed Folder.

The standard format is:

YYYY['-'MM['-'DD[Thh':'mm[':'ssZ[xx':'yy]]]]]

Other formats are acceptable provided the statement defines the mapping to the format given above.

The value must be expressed to at least the minute.

The value must be obtained from a source that cannot be modified by the user creating the VEO.

Ensure that the value is the date and time the folder was closed.

Please note that while this element is marked as “conditional” in the Standard, it is mandatory that all VEOs sent to PROV’s Digital Archive are closed.
	Value present and correct
	
	

	T2.23 
	M59 Aggregation Level (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

If testing a Folder VEO, the value must be:

File

If testing a Record VEO, the value must be:

Item
	Value present and correct
	
	

	T2.24 
	M68 Event Date/Time (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard format is:

YYYY['-'MM['-'DD[Thh':'mm[':'ssZ[xx':'yy]]]]]

Other formats are acceptable provided the statement defines the mapping to the format given above.

The value must be obtained from a source that cannot be modified by the user.


	Value present and correct
	
	

	T2.25 
	M69 Event Type (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The value may be one of:

· Access Examined

· Appraised

· Audited

· Caveat Changed

· Classification Up/Downgraded

· Codeword Changed

· Custody Transferred

· Declassified

· Destroyed

· Distributed

· Document Authored

· Folder Modified

· Folder Closed

· File Closed

· Location Changed

· Published

· Reclassified

· Record Modified

· Related

· Released under FOI

· Released with Limitations

· RI Changed

· Sentenced

· Sentence Changed

· Top Numbered

Other values are allowed.

Events which are not to be logged are: file opened; received; or sent.
	Value present and correct
	
	

	T2.26 
	M70 Event Description (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element.
	Value present
	
	

	T2.27 
	M89 Disposal Authorisation (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The value may be one of:

· No Disposal Coverage

· PROS nn/nnnn – Function Description Ref. No. x.x.x

Other values are allowed.
	Value present and correct
	
	

	T2.28 
	M90 Sentence (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The value may be one of:

· No Disposal Coverage

· Permanent

· Destroy after n years

· Transfer to PROV after n years

Other values are allowed.
	Value present and correct
	
	

	T2.29 
	M100 Agency Identifier (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The value should be a VA number assigned by PROV.

(Note: this element is marked conditional in the standard, but the element is mandatory in VEOs exported to PROV.)
	Value present and correct
	
	

	T2.30 
	M101 Series Identifier (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The value should be a VS number assigned by PROV.

(Note: this element is marked conditional in the standard, but the element is mandatory in VEOs exported to PROV.)
	Value present and correct
	
	

	T2.31 
	M102 File Identifier (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element.
	Value present
	
	

	T2.32 
	M103 VERS Record Identifier (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element.

(Note: this element is marked conditional in the standard, but the element is mandatory in record VEOs)

Applies to Record VEOs only
	Value present
	
	

	T2.33 
	M116 Document Agent (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element.

Applies to Record VEOs only
	Value present
	
	

	T2.34 
	M117 Document Title (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element.

Applies to Record VEOs only
	Value present
	
	

	T2.35 
	M123 Document Date (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard format is:

YYYY['-'MM['-'DD[Thh':'mm[':'ssZ[xx':'yy]]]]]

Other formats are acceptable provided the statement defines the mapping to the format given above.

Applies to Record VEOs only
	Value present and correct
	
	

	T2.36 
	M125 Document Source (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The value of this element should describe the system that produced the document. The contents should contain as much detail as is conveniently available.

Applies to Record VEOs only
	Value present and correct
	
	

	T2.37 
	M128 File Encoding (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

Confirm that the value is controlled to contain the critical information defined below.

Examples of values that could be used for this element are given in Specification 4.

The value of the element must identify the file format used. If the format has been published the element must include a reference to the publication.

It is acceptable for this element to contain a reference to M131 Rendering Text provided that M131 provides a full description of the file encoding used.

Applies to Record VEOs only
	Value present and correct
	
	

	T2.38 
	M131 Rendering Text (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The standard does not control the value of this element

It is acceptable for this element to contain a reference to M128 File Encoding provided that M131 provides a full description of the file encoding used. The value to be used should be:

See the contents of the vers:FileEncoding element.

Applies to Record VEOs only
	Value present and correct
	
	

	T2.39 
	M132 Rendering Keywords (Mandatory)

Confirm that the source of the value of this element is specified in the statement.

IF THE VALUE IS ENTERED BY A USER, confirm that it can be entered into the correct system metadata element according to the statement.

The value must be:

<rendering> ::= “’” <fileType> [“;” <fileType>]* “’”

<fileType> ::= “.” <extension> | <mimeType>

<extension> ::= standard three letter file type

<mimeType> ::= MIME type obtained from IANA

Other values are acceptable provided the statement defines the mapping to the format given above.

(Note: this element is marked conditional in the standard, but the element is mandatory in Version 2 VEOs.)

Applies to Record VEOs only
	Value present and correct
	
	


Category S2.2 Interrelated Metadata Test

The purpose of this test is to ensure that where two metadata elements in the VERS standard are related (i.e. a change to one element results in a change to another element) the relationship is respected by the system under test.

In order to perform this test, the vendor will need to supply:

· An operational system in which the relationships can be tested.

	Interrelated Metadata Test

	Test no.
	Test Name / Actions
	Expected outcome/s
	Pass / Fail
	Comments

	T2.40 
	M25 Security Classification/M44 Relation Type

It shall not be possible to create a Contains/Contained In relationship between a record and a lesser classified folder.

The following tests must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created and classified ‘In Confidence”.

· Create a record within the folder classified “Confidential”. The system must refuse to create the record with this classification.

· Create a record within the folder classified “In Confidence”. Change the classification from ‘In Confidence” to “Confidential”. The system must refuse to alter the classification OR change the classification of the folder to match that of the record.

· Create a record with the classification “Confidential” (this may require creating a folder with this classification). Attempt to move the record to the “In Confidence” folder. The system must refuse to alter the classification OR change the classification of the folder to match that of the record.
	Cannot create such a relationship
	
	

	T2.41 
	M25 Security Classification/M69 Event

When any changes are made to the value of M25 Security Classification an appropriate M69 Event (Classification Up/Downgraded, and Declassified) must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created and classified ‘In Confidence” (this may be the same folder created for the previous test).

· Change the classification of the folder to “Unclassified”.

· Examine the audit record to confirm that the appropriate M69 Event (Classification Up/Downgraded and Declassified) has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.42 
	M26 Caveat/M69 Management Event

If Caveat is used and the value changes, an appropriate M69 Event (Caveat Changed) must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created and the Caveat element set to a value.

· After the folder is created, the folder must be reopened for modification and the Caveat changed.

· Examine the audit record to confirm that the appropriate M69 Event (Caveat Changed) has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.43 
	M27 Codeword/M69 Management Event

If Codeword is used and the value changes, an appropriate M69 Event (Codeword Changed) must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created (this may be the same folder as used in the previous test) and the Codeword element set to a value.

· After the folder is created, the folder must be reopened for modification and the Codeword changed.

· Examine the audit record to confirm that the appropriate M69 Event (Codeword Changed) has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.44 
	M28 Releasibility Indicator/M69 Event

If Releasibility Indicator is used and the value changes, an appropriate M69 Event (RI Changed) must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created (this may be the same folder as used in the previous test) and the Releasibility element set to a value.

· After the folder is created, the folder must be reopened for modification and the Releasibility element changed.

· Examine the audit record to confirm that the appropriate M69 Event (RI Changed) has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.45 
	M29 Access Status/M69 Event

If Access Status is used and the value changes, an appropriate M69 Event must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created (this may be the same folder as used in the previous test) and the Access Status element set to a value.

· After the folder is created, the folder must be reopened for modification and the Access Status element changed.

· Examine the audit record to confirm that an appropriate M69 Event has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.46 
	M30 Usage Condition/M69 Event

If Usage Condition is used and the value changes, an appropriate M69 Event must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created (this may be the same folder as used in the previous test) and the Usage element set to a value.

· After the folder is created, the folder must be reopened for modification and the Usage element changed.

· Examine the audit record to confirm that an appropriate M69 Event has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.47 
	M31 Encryption Details/M69 Event

If Encryption Details is used and the value changes, an appropriate M69 Event must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created (this may be the same folder as used in the previous test) and the Encryption Details element set to a value.

· After the folder is created, the folder must be reopened for modification and the Encryption Details element changed.

· Examine the audit record to confirm that an appropriate M69 Event has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.48 
	M33 Scheme Type/M37 Subject

If Scheme Type is ‘Subject-based’ then M37 Subject must be present.
	M37 Subject exists
	
	

	T2.49 
	M33 Scheme Type/M50 Function

If Scheme Type is ‘Functional’ then M50 Function must be captured by the recordkeeping system.
	M50 Function exists
	
	

	T2.50 
	M33 Scheme Type/M34 Scheme Name

If one Scheme Type is present and its value is ‘Free Text’ then M34 Scheme Name must have the value ‘None’
	M34 has the value ‘None’
	
	

	T2.51 
	M84 Current Location/M69 Event/M70 Event Description
If Current Location is used and the value changes, an appropriate M69 Event (Location changed) must be generated. The new location must be added to M70 Event Description.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created with the Current Location element set to a value.

· After the folder is created, the folder must be reopened for modification and the Current Location element changed.

· Examine the audit record to confirm that an appropriate M69 Event has been generated and that the description includes the new location.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.52 
	M85 Home Location/M69 Event/M70 Event Description
If Home Location is used and the value changes, an appropriate M69 Event (Custody Transferred) must be generated. The new location must be added to M70 Event Description.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created with the Home Location element set to a value.

· After the folder is created, the folder must be reopened for modification and the Home Location element changed.

· Examine the audit record to confirm that an appropriate M69 Event has been generated and that the description includes the new location.
	Changes cause the creation of a new M67 Management Event element.
	
	

	T2.53 
	M89 Disposal Authorisation/M92 Disposal Status

If the value of Disposal Authorisation is ‘No Disposal Coverage’ and Disposal Status is used then its value must be ‘Unknown’.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created with the Disposal Authorisation element set to “No Disposal Coverage”. This may be derived from the classification tree or it may be assigned manually.

· Confirm that the Disposal Status is “Unknown” and that this element cannot be changed.
	Correct value of Disposal Status
	
	

	T2.54 
	M90 Sentence/M69 Event

If the value of sentence changes, an appropriate M69 Event (Sentence Changed) must be generated.

The following test must be carried out as a user with the maximum permissions it is possible to grant.

· A folder must be created with a sentence. The sentence may be derived from a classification or it may manually assigned.

· After the folder is created, the folder must be reopened for modification and the sentence changed. This may be by relocating it in the classification scheme or manually altering the sentence.

· Examine the audit record to confirm that an appropriate M69 Event has been generated.
	Changes cause the creation of a new M67 Management Event element.
	
	


Category S2.3 Modified VEO Metadata Test

The Modified VEO is not tested in this test script as it is tested in the test script for Specification 3.

A product that is only being certified against Specification 2 (and not against Specification 3) will be marked as “Modified VEO Metadata not tested as this is tested in Specification 3”.


